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Dear Ms. Green: 

As required by DeKalb County, Georgia - Code of Ordinances/Organizational Act Section1 QA­
Independent Internal Audit (1), I have attached the Office of Independent Internal Audit's report on 
the status of management actions taken to address the findings contained in the referenced audit 
report. The conclusions in this follow-up report are limited to the implementation status and not the 
effectiveness of the completed action plans, which may be assessed in a future audit. 

Status of Audit Findings 
Based on our review of management responses to the findings, the status of each is summarized in 
the table below. Management anticipates completing the corrective action plans between November 
2025 and 02 2026. As of the date of this report, all ten findings remain "Open," indicating that 
significant work is still required to achieve completion. 

Below is a summary of the status of management action plans. 
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Report Finding Status of 
Management Action 
Plans as of July 31, 
2025 

The ---- Policy Open 
needs� related 
Operating Procedures -

Open 

Open 

IT Governance Team's Oversight Open
Over the Cybersecurity Program 
Needs Im rovement 
Incomplete Physical Devices and Open
Software Inventory 

Anticipated 
completion Date: 

November 2025 

November 2025 

November 2025 

01 2026 

02 2026 






